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Abstract: This DP proposes no to specify UPF direct exposure to NEF/AF for Service Data Flow QoS notification control information.  


1. Introduction
Conclusions for Key Issue#3 for “5GS information exposure for XR/media Enhancements” in clause 8.3 of 3GPP TR 23.700-60 V18.0.0 (2022-12) include the following statements:

Option 2: 5G System also may support API based exposure of congestion level information towards AF as following:

-	The following information may be exposed by RAN:
-	QNC for GBR QoS Flow: data rate cannot be guaranteed.
-	RAN provides the congestion information of uplink and downlink to PSA UPF enabling PSA UPF to perform API exposure towards the AF and ECN marking for L4S;
-	AF uses Nnef_AFSessionWithQoS to subscribe the above exposure to NEF/PCF, same as local exposure mechanism defined in TS 23.548 [61].
-	Exposure path of Network Exposure defined in clause 6.4 of TS 23.548 [61] is reused with extensions of GTP-U header and UPF/L-NEF services to exposure the above information.
-	Exposure path of RAN/UPF reporting congestion level information via SMF/PCF/NEF is also supported.


With regards to exposure of QNC for GBR QoS Flow, some CRs discussed in SA2 #154AH have proposed that the RAN provides QNC information to UPF in GTP-U headers of UL packets and then UPF notifies (NEF)/AF directly:

S2-2301471 was POSTPONED but to be used as baseline for the next meeting. It proposes updates to TS 23.501 to include within new 5.X clause for QoS Monitoring a subclause for QoS notification monitoring:

“The QoS Notification Control for a GBR QoS flow is as defined in clause 5.7.2.4. When the NG-RAN is instructed to perform QoS Notification Control and report the QoS notification (e.g. events of “GFBR can no longer be guaranteed” and “GFBR can be guaranteed again”) via the tunnel between the NG RAN and UPF as defined in clause 5.7.2.4, the PSA UPF is required to monitor the event report from the NG-RAN by the SMF.
The QoS Monitoring on the Events of “GFBR can no longer be guaranteed” and “GFBR can be guaranteed again” is per GBR QoS flow level.
According to the QoS Monitoring request for the events of “GFBR can no longer be guaranteed” and “GFBR can be guaranteed again” from SMF, the PSA UPF is required to monitor the event report from the GTP-U header of the UL packets. The PSA UPF reports the received event to the target NF as the QoS Monitoring request from the SMF.
[bookmark: _Hlk125067183]Editor’s Note: It is for RAN WG to confirm whether providing QoS Notification Control for GBR QoS Flow to the CN can be feasible or not in Release’18. “

Approved S2-2301376 with CR to TS 23.501 enhanced 5.37 with a new clause for Network Exposure of 5GS information, including, among the information that 5GS can report based on the AF request, following QoS Monitoring per QoS Flow information:

	“   For QoS Notification Control for GBR QoS Flow as defined in clause 5.7.2.4, upon SMF request, the NG-RAN may additionally support indicating that "GFBR can no longer (or can again) be guaranteed" via GTP-U to UPF and the PSA UPF exposes this information via Nupf_EventExposure or via SMF/PCF/NEF as described in 5.8.2.X. 


2. Discussion
TS 23.501 describes in clause 5.7.2.4 QoS notification control, which specifies that:
· when NG-RAN determines that the GFBR, the PDB or the PER of the QoS profile cannot be fulfilled, NG-RAN shall send a notification towards SMF that the "GFBR can no longer be guaranteed". 
· when the NG-RAN determines that the GFBR, the PDB and the PER of the QoS profile can be fulfilled again for a QoS Flow (for which a notification that the "GFBR can no longer be guaranteed" has been sent), the NG-RAN shall send a notification, informing the SMF that the "GFBR can be guaranteed" The NG-RAN shall send a subsequent notification that the "GFBR can no longer be guaranteed" whenever necessary.

The description above comes with following notes:

NOTE 1:	NG-RAN can decide that the "GFBR can no longer be guaranteed" based on, e.g. measurements like queuing delay or system load.
NOTE 2:	It is assumed that NG-RAN implementation will apply some hysteresis before determining that the "GFBR can be guaranteed again" and therefore a frequent signalling of "GFBR can be guaranteed again" followed by "GFBR can no longer be guaranteed" is not expected.
Observation 1: RAN decision to send QNC notifications is left to RAN implementation. Notifications can be held in RAN for an undetermined (left to implementation) time to avoid too frequent signalling. 

Conclusion 1: it can’t be assumed that by accelerating the exposure of QoS control notification information (by specifying direct exposure to consumer from UPF) we are adding value to the system. 

TS 23.503 describes the policy control for the QNC notifications: 
· AF can subscribe to whether QoS targets can no longer (or can again) be fulfilled by the network for (a part of) the AF session as described in clause 6.1.3.18.
· PCF shall then activate QNC in the corresponding PCC rule(s) that includes a GBR or delay critical GBR 5QI value (see clause 6.3.1)
· The PCF shall also provision the corresponding Policy Control Request Trigger to the SMF (see clause 6.1.3.5)
· [bookmark: _Hlk126220778]If AF provides Alternative Service Requirements, it shall also subscribe to receive notifications from the PCF when the QoS targets can no longer (or can again) be fulfilled which is taking those alternative QoS profiles into account (see clause 6.1.3.22) and corresponding information is included in the PCC rule(s)
TS 23.051 describes in clause 5.7.2.4 that the Notification control parameter is signalled by SMF to the NG-RAN as part of the QoS profile.

Then, TS 23.503 specifies in clause 6.1.3.22. Policy control for QoS Monitoring:
· AF Subscribes to QoS monitoring, and PCF uses Monitoring parameters in PCC rule(s) to request QoS Monitoring to SMF and activates an specific Policy Control Request Trigger in the SMF. 

Observation 2: QNC is a rather complex feature whose control is based on QNC specific parameters. QNC has not been specified as part of QoS Monitoring but as part of the QoS framework.

Conclusion 2: defining QNC as part of QoS Monitoring involves a major redesign. If UPF Direct exposure of QNC was to be specified it should be added as an enhancement to existing QNC Policy control.

As in TS 23.503 clause 6.1.3.18, PCF information to AF is based on SMF reported information as follows: 
“the PCF shall report to the AF the affected media flow and provides the indication that QoS targets can no longer (or can again) be fulfilled. If additional information is received with the notification from SMF (see clause 5.7.2.4 of TS 23.501 [2]), the PCF shall also provide to the AF the QoS Reference parameter or the Requested Alternative QoS Parameter Set which corresponds to the Alternative QoS parameter set referenced by the SMF.”

[bookmark: _Toc36187727][bookmark: _Toc45183631][bookmark: _Toc47342473][bookmark: _Toc51769173][bookmark: _Toc122440275]Whereas as described in TS 23.501 5.7.2.4.1b for Notification control with Alternative QoS Profiles, if the NG-RAN (when enabled and applicable) determines that the GFBR, the PDB or the PER of the QoS profile cannot be fulfilled, it should try to fulfil any Alternative QoS Profile that has higher priority and send a notification towards SMF that the "GFBR can no longer be guaranteed”, the reference to the matching Alternative QoS Profile (if any).

Observation 3a: QNC information that NG-RAN notifies refers to the QoS profiles that SMF has provided. In principle, NG-RAN is unaware of AF request specifics like whether it included QoS parameter sets or QoS profile references, and it ignores how the QoS profiles provided by SMF relate to them.

Observation 3b: QNC information that NG-RAN provides refers to the QoS profiles. NG RAN is agnostic of whether all or only some (and which ones )of the media flows of the AF session are affected by the QNC indications.

Conclusion 3: Direct exposure via UPF of QNC information requires more information that what NG RAN provides in Release’17 if the notification shall be correlated to the AF request and pair the notifications on the CP path.

TS 23.501 5.7.2.4.1b also describes the following:  
Upon receiving a notification from the NG-RAN, If the PCF has not indicated differently, the SMF uses NAS signalling (that is sent transparently through the RAN) to inform the UE about changes in the QoS parameters (i.e. 5QI, GFBR, MFBR) that the NG-RAN is currently fulfilling for the QoS Flow after Notification control has occurred.

Observation 4: when NG RAN exposes the information to UPF only and SMF does not receive notification, UE can not be informed by SMF about changes in QoS.

Conclusion 4: when information is provided by NG RAN to UPF for direct exposure, same information may need to be provided to SMF if it shall inform UE. Enhancements need to consider the duplication of notifications by RAN over two paths (to CP and to UPF).
 

Final conclusion: Release 17 already supports exposure of QNC information to AF/NEF. QoS Notification is a rather complex functionality and UPF Direct exposure of QNC information is another alternative for the same use case where value may be the signalling path reduction. But, the notification may still be needed by SMF, and to pair the information provided over SMF/PCF path, additional information needs to be cascaded on the signalling interfaces to NG-RAN (or UPF). Summarising, QNC exposure by UPF adds system complexity and it is of unclear added value.

Proposal: do not include direct exposure of QNC information via UPF in Release 18.

CRs have been submitted that implement this proposal: 3923 r3 and 3887 r3 to TS 23.501 and 0877 r3 to TS 23.503

